
Component 2/Unit 8
Discussion Questions with Expected Outcomes
1. Does the HIPAA Privacy Rule protect privacy? Give examples for and against.
Expected Outcomes:

For: Raises awareness, defines rules

Against: Non-acceptance or non-adherence by clinicians

Objective(s): 3

Lecture(s): 8-3
2. Give an example of privacy and confidentiality and describe how they differ.

Expected Outcomes:

Privacy: Do not want to tell a clinician about my history of a sexually transmitted disease

Security: Do not want my clinician to share with anyone else that I have a history of a sexually transmitted disease

Differ: Privacy is something I keep to myself whereas confidentially is something about me that another person keeps to themselves

Objective(s): 1

Lecture(s): 8-1
3.  Can there be a “happy medium” for health information security?  If so, where is it?

Expected Outcomes:  Need a happy medium between systems protecting sensitive information and being usable.

Objective(s): 2

Lecture(s): 8-2
4.  Which type of medical record - paper or electronic - protects the security of health information better?
Expected Outcomes:  Major point of this discussion is to remember that paper records are insecure as well, and the major concern is the human (patient, clinician, IT professional) adhering to best practices of privacy, confidentiality, and security.

Objective(s): 1-4
Lecture(s): 8-1 - 8-4
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