Component 12/Unit 12

Self-Assessment Key

1. Identify which one of the following is an example of information technology that can be used to assist in error detection that was discussed in this unit.

a. Predictive analytics and data modeling

b. Video cameras

c. Scanned paper event reports

d. Voice mail event messaging

Answer: A – Predictive analytics and data modeling

Health care data repositories provide a rich resource for us to learn from our mistakes. Predictive analytics uses statistics and logic to predict outcomes based on the presence of certain predetermined conditions. Two other methods discussed were automated surveillance systems and on-line event reporting. 
Objective: Describe ways in which HIT can facilitate error reporting and detection.
2. Which one of the following is not an example of a type of automated surveillance system? 

a. Decision support logs

b. Medical logic module

c. Clinical data scans

d. Computerized check sheets

Answer: D – Computerized check sheets

Automated surveillance systems use electronically detectable criteria to determine when events occur. These systems do not rely solely on human clues. Examples include decision support logs, medical logic modules, clinical data scans, and claims data mining. 

Objective: Describe ways in which HIT can facilitate error reporting and detection.

3. A user reports that that wrong drug was given to a patient. Describe a potential system design flaws that may be identified when examining this error. How could HIT design have prevented this error?

Answer: The student's answer could include such things as: incorrect drug selection by the prescriber due to two similar meds in immediate proximity to each other in a drop down list, the administering nurse incorrectly reading the drug name in the provider order or on the electronic Medication record due to similar drug spellings, 

Objective: Explain how reporting errors can help to identify HIT system issues.

4. System issues can be identified by reporting different types of errors such as commission, omission, active, latent, mistakes, and which of one of the following

a. Slips

b. Blatant

c. Malicious

d. Innocent

Answer: A – Slips 

Reason has taught us that we can classify errors by basing them on cognitive psychology of task-oriented behavior that includes slips, or lapses in concentration, and mistakes, or incorrect choices. 

Objective: Describe ways in which HIT can facilitate error reporting and detection.

5. Which one of the following is not an unintended consequence of HIT

a. New or more work

b. Never-ending system demands

c. Unexpected power structure changes

d. Deletion errors

Answer: D – Deletion errors

Studies of computerized provider order entry have revealed several categories of unintended consequences that include new or more work, workflow issues, never-ending system demands, communication and emotions, new kinds of errors, unexpected power structure changes, overdependence on technology and copy/paste errors.  

Objective: Assess HIT for unintended negative consequences.

6. Unintended workflow issues that can occur when implementing HIT include 

a. New required fields

b. Human-computer interaction

c. Need for new/upgraded hardware

d. Less face-to-face communication
Answer: B – Human-computer interaction

Ash and colleagues describe five types of unintended consequences that relate to workflow: the workflow process itself, clinical personnel, policy and procedure, interaction of humans and computers, and situation awareness.

Objective: Assess HIT for unintended negative consequences

7. Which one of the following is a type of unintended consequence that represents a common theme in HIT design deficiency?

a. People forget how to do things using paper

b. Emotions run high during transition

c. Copy-paste errors

d. Belief that if it in the computer, it can’t be wrong

Answer: C – Copy-paste errors

Most of the studies of unintended consequences have been in provider order entry; however, there is growing concern about the consequences related to design of electronic documentation and copy and paste errors that result in billing compliance issues.
Objective: Examine common themes in HIT design deficiencies.

8. Quality improvement tool that can be used to analyze HIT errors include all of the following except

a. Flow diagrams

b. Personality profiles

c. Root cause analysis

d. Failure mode effects analysis

Answer: B – Personality profiles

Quality improvement tools discussed included flow diagrams, root cause analysis, and failure mode effects analysis.
Objective: Apply QI tools to examine HIT errors.
9. The difference between root cause analysis and failure mode effects analysis can be described as:
a. HIT professionals generally prefer the ease of using root cause analysis

b. There is no difference because both use flow diagrams

c. The number of questions the team must explore in using the tools

d. Root cause analysis looks to the past for answers, while failure mode effects analysis anticipates errors.

Answer: D – Root cause analysis looks to the past for answers, while failure mode effects analysis anticipate errors.

Root cause analysis is predominantly a retrospective dissecting of events that have occurred while FMEA is a prospective, proactive anticipation of error that could occur. 

Objective: Apply QI tools to examine HIT errors.

10. The use of a hazard analysis is a part of which of the following quality improvement tools?

a. Failure mode effects analysis

b. Flow diagrams

c. Root Cause Analysis

d. Focused-group discussions

Failure mode effects analysis combines the likelihood of a particular process failure with an estimate of the relative impact of that error to produce a “criticality index,” or hazard index. This combination allows for prioritization of processes as improvement targets.

Objective: Apply QI tools to examine HIT errors.
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